Notice of Privacy Practices

This notice describes how medical and financial information about you may be used and disclosed and how you can get access to this information. Please review it carefully. The privacy of your medical and financial information is important to us.

This notice applies to members of fully-insured groups and individual policyholders only. If you are a member of a self-insured group, while we continue to safeguard your personal information with the same safety mechanisms, you will get a Notice of Privacy Practices from your group health plan. If you are unsure if you are a fully insured or self-insured member, please contact your group administrator. This notice applies to the privacy practices of CareFirst of Maryland, Inc., Group Hospitalization and Medical Services, Inc., CareFirst BlueChoice, Inc., and FirstCare, Inc. (CareFirst). We may share your financial and protected health information (oral, written or electronic) as well as the protected health information of others on your insurance policy as needed for payment or health care operations purposes.

Uses & disclosures of medical information

Our legal duty

This notice describes our privacy practices, which include how we may use, disclose (share or give out), collect, handle and protect our members’ protected health information. We are required by certain federal and state laws to maintain the privacy of your protected health information. We also are required to give you this notice about our privacy practices, our legal duties, and your rights concerning your protected health information. We must follow the privacy practices that are described in this notice while it is in effect. This notice takes effect October 1, 2016 and is intended to amend the notice of CareFirst privacy practices with an effective date of April 14, 2003.

We reserve the right to change our privacy practices and the terms of this notice at any time, as long as law permits the changes. We reserve the right to make the changes in our privacy practices and the new terms of our notice effective for all protected health information that we maintain, including protected health information we created or received before we made the changes. If we make a significant change in our privacy practices, we will change this notice and post the new notice on our website, www.carefirst.com, and provide the revised notice or information about the changes and how to get the revised notice in our next annual mailing to our health plan subscribers.

You may request a copy of our notice at any time. For more information about our privacy practices, or for additional copies of this notice, please contact us using the information listed at the end of this notice.

We maintain physical, electronic and procedural safeguards in accordance with federal and state standards to protect your health information. All of our associates receive training on these standards at the time they are hired and thereafter receive annual refresher training. Access to your protected health information is restricted to appropriate business purposes and requires pass codes to access our computer systems and badges to access our facilities. Associates who violate our standards are subject to disciplinary actions.

Primary uses and disclosures of protected health information

We use and disclose protected health information about you for payment and health care operations. The federal health care privacy regulations (“HIPAA Privacy Rule”) generally do not “preempt” (or take precedence over) state privacy or other applicable laws that provide individuals greater privacy protections. As a result, applicable state or federal privacy laws might impose a privacy standard under which we will be required to operate. For example, we will follow more stringent state privacy laws that relate to uses and disclosures of the protected health information concerning HIV or AIDS, mental health, substance abuse/chemical dependency, genetic testing and
reproductive rights. In addition to these state law requirements, we also may use or disclose your protected health information for health benefits administration purposes (such as claims and enrollment processing, care management and wellness offerings, claims payment, and fraud detection and prevention efforts), for our business operations (including for quality measurement and enhancement and benefit improvement and development) and in the following situations:

- **Payment:** We may use and disclose your protected health information for all activities that are included within the definition of “payment” as written in the HIPAA Privacy Rule. For example, we might use and disclose your protected health information to pay claims for services provided to you by doctors, hospitals, pharmacies and others that are covered by your health plan. We also may use your information to determine your eligibility for benefits, coordinate benefits, examine medical necessity, obtain premiums and issue explanations of benefits to the person who subscribes to the health plan in which you participate.

- **Health care operations:** We may use and disclose your protected health information for all activities that are included within the definition of “health care operations” as defined in the HIPAA Privacy Rule. For example, we may use and disclose your protected health information to determine our premiums for your health plan, conduct quality assessment and improvement activities, engage in care coordination or case management, and manage our business.

- **Business associates:** In connection with our payment and health care operations activities, we contract with individuals and entities (called “business associates”) to perform various functions on our behalf or to provide certain types of services (such as member service support, utilization management, subrogation or pharmacy benefit management). We may share your contact information and phone number including your mobile number with our business associates. To perform these functions or to provide the services, our business associates will receive, create, maintain, use or disclose protected health information, but only after we require the business associates to agree in writing to contract terms designed to appropriately safeguard your information.

- **Other covered entities:** We may use or disclose your protected health information to assist health care providers in connection with their treatment or payment activities, or to assist other covered entities in connection with certain of their health care operations. For example, we may disclose your protected health information to a health care provider when needed by the provider to render treatment to you, and we might disclose protected health information to another covered entity to conduct health care operations in the areas of quality assurance and improvement activities, or accreditation, certification, licensing or credentialing.

**Other possible uses and disclosures of protected health information**

The following is a description of other possible ways in which we may (and are permitted to) use and/or disclose your protected health information:

- **To you or with your authorization:** We must disclose your protected health information to you, as described in the Individual Rights section of this notice. You may give us written authorization to use your protected health information or to disclose it to anyone for any purpose not listed in this notice. If you give us an authorization, you may revoke it in writing at any time. Your revocation will not affect any use or disclosures that we made as permitted by your authorization while it was in effect. To the extent (if any) that we maintain or receive psychotherapy notes about you, most disclosures of these notes require your authorization. Also, to the extent (if any) that we use or disclose your information for our fundraising practices; we will provide you with the ability to opt out of future fundraising communications. In addition, most (but not all) uses and disclosures of medical information for marketing purposes, and disclosures that constitute a sale of protected health information, require your authorization. Without your written authorization, we may not use or disclose your protected health information for any reason except those described in this notice.

- **Disclosures to the Secretary of the U.S. Department of Health and Human Services:** We are required to disclose your protected health information to the Secretary of the U.S. Department of Health and Human Services (DHHS) when the Secretary is investigating or determining our compliance with the federal Privacy Regulations.
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• **To plan sponsors:** Where permitted by law, we may disclose your protected health information to the plan sponsor of your group health plan to permit the plan sponsor to perform plan administration functions. For example, a plan sponsor may contact us seeking information to evaluate future changes to your benefit plan. We also may disclose summary health information (this type of information is defined in the HIPAA Privacy Rule) about the enrollees in your group health plan to the plan sponsor to obtain premium bids for the health insurance coverage offered through your group health plan or to decide whether to modify, amend or terminate your group health plan.

• **To family and friends:** If you agree (or if you are unavailable to agree), such as in a medical emergency situation, we may disclose your protected health information to a family member, friend or other person to the extent necessary to help with your health care or with payment of your health care.

• **Underwriting:** We might receive your protected health information for underwriting, premium rating or other activities relating to the creation, renewal or replacement of a contract of health insurance or health benefits. We will not use or disclose protected health information that is genetic information of an individual for such purposes. We will not use or further disclose this protected health information received under these circumstances for any other purpose, except as required by law, unless and until you enter into a contract of health insurance or health benefits with us.

• **Health oversight activities:** We might disclose your protected health information to a health oversight agency for activities authorized by law, such as: audits, investigations, inspections, licensure or disciplinary actions, or civil, administrative or criminal proceedings or actions. Oversight agencies seeking this information include government agencies that oversee: (i) the health care system, (ii) government benefit programs, (iii) other government regulatory programs and (iv) compliance with civil rights laws.

• **Abuse or neglect:** We may disclose your protected health information to appropriate authorities if we reasonably believe that you might be a possible victim of abuse, neglect, domestic violence or other crimes.

• **To prevent a serious threat to health or safety:** Consistent with certain federal and state laws, we may disclose your protected health information if we believe that the disclosure is necessary to prevent or lessen a serious and imminent threat to the health or safety of a person or the public.

• **Coroners, medical examiners, funeral directors and organ donation:** We may disclose protected health information to a coroner or medical examiner for purposes of identifying you after you die, determining your cause of death or for the coroner or medical examiner to perform other duties authorized by law. We also might disclose, as authorized by law, information to funeral directors so that they may carry out their duties on your behalf. Further, we might disclose protected health information to organizations that handle organ, eye or tissue donation and transplantation.

• **Research:** We may disclose your protected health information to researchers when an institutional review board or privacy board has: (1) reviewed the research proposal and established protocols to ensure the privacy of the information and (2) approved the research.

• **Inmates:** If you are an inmate of a correctional institution, we may disclose your protected health information to the correctional institution or to a law enforcement official for: (1) the institution to provide health care to you, (2) your health and safety and the health and safety of others or (3) the safety and security of the correctional institution.

• **Workers’ compensation:** We may disclose your protected health information to comply with workers’ compensation laws and other similar programs that provide benefits for work-related injuries or illnesses.

• **Public health and safety:** We may disclose your protected health information to the extent necessary to avert a serious and imminent threat to your health or safety or the health or safety of others.

• **Required by law:** We may use or disclose your protected health information when we are required to do so by law. For example, we must disclose your protected health information to DHHS upon their request for purposes of determining whether we are in compliance with federal privacy laws.
Legal process and proceedings: We may disclose your protected health information in response to a court or administrative order, subpoena, discovery request or other lawful process, under certain circumstances. Under limited circumstances, such as a court order, warrant or grand jury subpoena, we may disclose your protected health information to law enforcement officials.

- Law enforcement: We may disclose to a law enforcement official limited protected health information of a suspect, fugitive, material witness, crime victim or missing person. We might disclose protected health information where necessary to assist law enforcement officials to capture an individual who has admitted to participation in a crime or has escaped from lawful custody.
- Military and national security: We may disclose to military authorities the protected health information of Armed Forces personnel under certain circumstances. We might disclose to federal officials protected health information required for lawful counterintelligence, intelligence and other national security activities.
- Other uses and disclosures of your protected health information: Other uses and disclosures of your protected health information that are not described above will be made only with your written authorization. If you provide us with such an authorization, you may revoke the authorization in writing, and this revocation will be effective for future uses and disclosures of protected health information. However, the revocation will not be effective for information that we already have used or disclosed in reliance on your authorization.

Individual rights

Access: You have the right to look at or get copies of the protected health information contained in a designated record set, with limited exceptions. You may request that we provide copies in a format other than photocopies. We will use the format you request unless we cannot reasonably do so. You must make a request in writing to obtain access to your protected health information. You may request the information be as an electronic copy in certain circumstance, if you make the request in writing. You also may request access by sending a letter to the address at the end of this notice. If you request copies, we might charge you a reasonable fee for each page and postage if you want the copies mailed to you. If you request an alternative format, we might charge a cost-based fee for providing your protected health information in that format. If you prefer, we will prepare a summary or an explanation of your protected health information, but we might charge a fee to do so.

We may deny your request to inspect and copy your protected health information in certain limited circumstances. Under certain conditions, our denial will not be reviewable. If this event occurs, we will inform you in our denial that the decision is not reviewable. If you are denied access to your information and the denial is subject to review, you may request that the denial be reviewed. A licensed health care professional chosen by us will review your request and the denial. The person performing this review will not be the same person who denied your initial request.

- Disclosure accounting: You have the right to receive a list of instances in which we or our business associates disclosed your protected health information for purposes other than treatment, payment, health care operations and certain other activities. We will provide you with the date on which we made the disclosure, the name of the person or entity to which we disclosed your protected health information, a description of the protected health information we disclosed, the reason for the disclosure and certain other information. Your request may be for disclosures made up to six years before the date of your request.

You may request an accounting by submitting your request in writing using the information listed at the end of this notice. If you request this list more than once in a 12-month period, we may charge you a reasonable, cost-based fee for responding to these additional requests.

Restriction requests: You have the right to request that we place additional restrictions on our use or disclosure of your protected health information. We are not required to agree to these additional restrictions, but if we do, we will abide by our agreement (except in an emergency) until or unless we receive a written request from you to terminate the restriction. Any agreement that we might make to a request for
additional restrictions must be in writing and signed by a person authorized to make such an agreement on our behalf. We will not be liable for uses and disclosures made outside of the requested restriction unless our agreement to restrict is in writing. We are permitted to end our agreement to the requested restriction by notifying you in writing.

You may request a restriction by writing to us using the information listed at the end of this notice. In your request tell us: (1) the information of which you want to limit our use and disclosure and (2) how you want to limit our use and/or disclosure of the information. You may also use the information listed at the end of this notice to send a written request to terminate an agreed upon restriction.

- **Confidential communication**: If you believe that a disclosure of all or part of your protected health information may endanger you, you have the right to request that we communicate with you in confidence about your protected health information. This means that you may request that we send you information by alternative means, or to an alternate location. We may accommodate your request if it is reasonable, specifies the alternative means or alternate location, and specifies how payment issues (premiums and claims) will be handled.

You may request a confidential communication by writing to us using the information listed at the end of this notice.

- **Amendment**: You have the right to request that we amend your protected health information. Your request must be in writing, and it must explain why the information should be amended. We may deny your request if we did not create the information you want amended or for certain other reasons. If we deny your request, we will provide you with a written explanation. You may respond with a statement of disagreement to be appended to the information you wanted amended. If we accept your request to amend the information, we will make reasonable efforts to inform others, including people you name, of the amendment and to include the changes in any future disclosures of that information.

**Electronic notice**: Even if you agree to receive this notice on our Website or by electronic mail (email), you are entitled to receive a paper copy as well. Please contact us using the information listed at the end of this notice to obtain this notice in written form. If the email transmission has failed, and CareFirst is aware of the failure, then we will provide a paper copy of the notice to you.

- **Breach Notification**: In the event of breach of your unsecured health information, we will provide you notification of such a breach as required by law or where we otherwise deem appropriate.

**Collection of Personal Financial Information & Uses and disclosures of financial information**

We may collect personal financial information about you from many sources, including:

- Information you provide on enrollment applications or other forms, such as your name, address, social security number, salary, age and gender.
- Information about your relationship with CareFirst, our affiliates and others, such as your policy coverage, premiums and claims payment history.
- Information as described above that we obtain from any of our affiliates.
- Information we receive about you from other sources such as your employer, your provider, your broker and other third parties.
- Information we receive about you when you log on to our Website. We have the capability through the use of “cookies” to track certain information, such as finding out if members have previously visited the CareFirst Website or to track the amount of time visitors spend on the Website. These cookies do not collect personally identifiable information and we do not combine information collected through cookies with other personal financial information to determine the identity of visitors to its Website. We will not disclose cookies to third parties.

**How your information is used**

We use the information we collect about you in connection with underwriting or administration of an insurance policy or claim or for other purposes allowed by law. At no time do we disclose your financial information to anyone outside of CareFirst unless we have proper authorization from you, or we are permitted or required to do so by law. We maintain physical, electronic and procedural
safeguards in accordance with federal and state standards that protect your information. In addition, we limit access to your financial information to those CareFirst employees, business partners, providers, benefit plan administrators, brokers, consultants and agents who need to know this information to conduct CareFirst business or to provide products or services to you.

**Disclosure of your financial information**
In order to protect your privacy, third parties that are either affiliated or nonaffiliated with CareFirst are also subject to strict privacy laws. Affiliated entities are companies that are part of the CareFirst corporate family and include health maintenance organizations (HMOs), third party administrators, health insurers, long term care insurers and insurance agencies. In some situations, related to our insurance transactions involving you, we will disclose your personal financial information to a non-affiliated third party that helps us to provide services to or for you. When we disclose information to these third parties, we require them to agree to protect your financial information and to use it only for its intended purpose, and to comply with all relevant laws.

**Changes in our privacy policy**
CareFirst periodically reviews its policies and reserves the right to change them. If we change the substance of our privacy policy, we will continue our commitment to keep your financial information secure — it is our highest priority. Even if you are no longer a CareFirst customer, our privacy policy will continue to apply to your records.

**Questions and complaints**
**Information on CareFirst privacy practices**
You may request a copy of our notices at any time. If you want more information about our privacy practices, if you would like additional copies of this notice, or have questions or concerns, please call the Member Services number on your ID card or contact the CareFirst Privacy Office using the information below.

**Filing a complaint**
If you are concerned that we might have violated your privacy rights, or you disagree with a decision we made about your individual rights, you may use the contact information listed at the end of this notice to complain to us. You also may submit a written complaint to DHHS. We will provide you with the contact information for DHHS upon request.

We support your right to protect the privacy of your protected health and financial information. We will not retaliate in any way if you choose to file a complaint with us or with DHHS.

**Contact Information:**
CareFirst BlueCross BlueShield and CareFirst BlueChoice, Inc. Privacy Office CT 10-03 10455 Mill Run Circle Owings Mills, MD 21117

Phone: 800-853-9236
Fax: 410-505-6692
Email: privacy.office@carefirst.com
Notice of Nondiscrimination and Availability of Language Assistance Services

(UPDATED 7/12/18)

CareFirst BlueCross BlueShield, CareFirst BlueChoice, Inc., CareFirst Diversified Benefits and all of their corporate affiliates (CareFirst) comply with applicable federal civil rights laws and do not discriminate on the basis of race, color, national origin, age, disability or sex. CareFirst does not exclude people or treat them differently because of race, color, national origin, age, disability or sex.

CareFirst:

■ Provides free aid and services to people with disabilities to communicate effectively with us, such as:
  □ Qualified sign language interpreters
  □ Written information in other formats (large print, audio, accessible electronic formats, other formats)

■ Provides free language services to people whose primary language is not English, such as:
  □ Qualified interpreters
  □ Information written in other languages

If you need these services, please call 855-258-6518.

If you believe CareFirst has failed to provide these services, or discriminated in another way, on the basis of race, color, national origin, age, disability or sex, you can file a grievance with our CareFirst Civil Rights Coordinator by mail, fax or email. If you need help filing a grievance, our CareFirst Civil Rights Coordinator is available to help you.

To file a grievance regarding a violation of federal civil rights, please contact the Civil Rights Coordinator as indicated below. Please do not send payments, claims issues, or other documentation to this office.

Civil Rights Coordinator, Corporate Office of Civil Rights
Mailing Address P.O. Box 8894
Baltimore, Maryland 21224
Email Address civilrightscoordinator@carefirst.com
Telephone Number 410-528-7820
Fax Number 410-505-2011

You can also file a civil rights complaint with the U.S. Department of Health and Human Services, Office for Civil Rights electronically through the Office for Civil Rights Complaint portal, available at https://ocrportal.hhs.gov/ocr/portal/lobby.jsf or by mail or phone at:

U.S. Department of Health and Human Services
200 Independence Avenue, SW
Room 509F, HHH Building
Washington, D.C. 20201
800-368-1019, 800-537-7697 (TDD)

Foreign Language Assistance

Attention (English): This notice contains information about your insurance coverage. It may contain key dates and you may need to take action by certain deadlines. You have the right to get this information and assistance in your language at no cost. Members should call the phone number on the back of their member identification card. All others may call 855-258-6518 and wait through the dialogue until prompted to push 0. When an agent answers, state the language you need and you will be connected to an interpreter.

Russian (Russian) Участникам следует обращаться по номеру телефона, указанному на тыльной стороне их карты идентификации. Все прочие абоненты могут звонить по номеру 855-258-6518 и ожидать, пока в голосовом меню не будет предложено нажать цифру «0». При ответе агента укажите желаемый язык общения, и вас свяжут с переводчиком.
توجه: این اعلامیه حاوی اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهم باشد و لازم است تا تاریخ

که می‌باشد، شما به آن مراجعه کنید. شما به‌طور رایگان می‌توانید اطلاعات و راهنمایی‌های مربوط به زبان خود را دریافت کنید.

العربی (Arabic) تنبیه: باید اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهمی باشد و لازم است تا تاریخ

نجات می‌کنند. شما به‌طور رایگان می‌توانید اطلاعات و راهنمایی‌های مربوط به زبان خود را دریافت کنید.

العربی (Arabic) تنبیه: باید اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهمی باشد و لازم است تا تاریخ

به راحتی بررسی کنید. شما در این اطلاعات ضمناً می‌توانید از طریق تلفن 855-258-6518 با واحد خدمات مشتریان در تماس باشید.

الفوری اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهمی باشد و لازم است تا تاریخ

به راحتی بررسی کنید. شما در این اطلاعات ضمناً می‌توانید از طریق تلفن 855-258-6518 با واحد خدمات مشتریان در تماس باشید.

الفوری اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهمی باشد و لازم است تا تاریخ

به راحتی بررسی کنید. شما در این اطلاعات ضمناً می‌توانید از طریق تلفن 855-258-6518 با واحد خدمات مشتریان در تماس باشید.

الفوری اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهمی باشد و لازم است تا تاریخ

به راحتی بررسی کنید. شما در این اطلاعات ضمناً می‌توانید از طریق تلفن 855-258-6518 با واحد خدمات مشتریان در تماس باشید.

الفوری اطلاعاتی درباره پوشش بیمه شما است. ممکن است حاوی تاریخ‌های مهمی باشد و لازم است تا تاریخ

به راحتی بررسی کنید. شما در این اطلاعات ضمناً می‌توانید از طریق تلفن 855-258-6518 با واحد خدمات مشتریان در تماس باشید.
Igbo (Igbo) Nrụbama: Ọkwa a nwere ozi gbasara mkpuchi nchekwa onwe gi. Ọ nwere ike ụbọchị ndị mkgp, ọ nwere ike ime ihu tuputụ ufodụ ụbọchị njedebe. Ị nwere ike ike ozi na enyemaka a n'asụsu gi na akwụghị ugwọ ọ bula. Ndị otu kwesịrị ịkpọ akara ekwenti ị n'azụ nke kaadị njirimara ha. Ndị ọzọ niile nwere ike ikpo 855-258-6518 wee chere ụbọchị ahụ ruo mgbe amanyere ipị 0. Mgbe onye nnọchite anya zara, kwuo asusu i chọrọ, a ga-eji ọ gi na onye ọkọwa okwu.


Français (French)Attention: cet avis contient des informations sur votre couverture d'assurance. Des dates importantes peuvent y figurer et il se peut que vous deviez entreprendre des démarches avant certaines échéances. Vous avez le droit d'obtenir gratuitement ces informations et de l'aide dans votre langue. Les membres doivent appeler le numéro de téléphone figurant à l'arrière de leur carte d'identification. Tous les autres peuvent appeler le 855-258-6518 et, après avoir écouté le message, appuyer sur le 0 lorsqu'ils seront invités à le faire. Lorsqu'un(e) employé(e) répondra, indiquez la langue que vous souhaitez et vous serez mis(e) en relation avec un interprète.

한국어(Korean) 주의: 이 통지서에는 보험 커버리지에 대한 정보가 포함되어 있습니다. 주요 날짜 및 조치를 취해야 하는 특정 기한이 포함될 수 있습니다. 귀하에게는 사용 언어로 해당 정보와 지원을 받을 권리가 있습니다. 회원이신 경우 ID 카드의 뒷면에 있는 전화번호로 연락해 주십시오. 회원이 아니신 경우 855-258-6518 번으로 전화하여 0을 누르라는 메시지가 들릴 때까지 기다리십시오. 연결된 상담원에게 필요한 언어를 말씀하시면 통역 서비스에 연결해 드립니다.

Diné Bizaad (Navajo) Ge’: Díí bee i hane’ígií bií dahólóh bee éédañgón bëeso ách’ááh naanil ník’íst’ígií bá. Bií dahólóq doo iyisií yoolkáálígií dóó t’áádoo le’e ádadoolyíliií da yókeedgo t’áá doo bee e’e’aañí ájiálííjí. Bee ná ahóótíí’ dií bee i hane’ dóó ník’áadoowol t’áá nínízaa bee t’áá jiik’té. Atah danlílnígií béésh bee hane’ê bee wólt’a’ígíí nít’izgo bee nee hódolzíngíí bikéedé‘ bikááá’ bich’í’ hodoonihjí’. Aadóó nááñáa’ éj kójí dahóodólníh 855-258-6518 dóó yií diiits’íjí yalt’ígií t’áá niléjí’ áádóó éi bikéédóó náasbqas bií adidiilchit. Áká’ánidaalwó’ígií neiidiitáágo, saad bee yánílt’í’ígií yií diiikl dóó ata’ halnê’é lá ník’áadoowló. 